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Abstract: 

 In traditional way scholarly communication, takes too long because of peer review 

process. Considering confidentiality and quick publication process, in this study we propose 

Blockchain based smart contract system in Peer review process for transparency. For experiment 

purpose we had chosen We found that, it is possible to implement blockchain system in Peer review 

process as well as in scholarly communication system. Although this is a proposed system, and only 

we took it from the theoretical aspect.  
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      1.Introduction 

A peer review system is a process employed in academic and scientific research to assess 

the quality, validity, and rigor of scholarly work before it is published or accepted for publication. It 

involves subjecting research papers, articles, or proposals to scrutiny by experts in the same field or 

discipline. Peer review is an important step in scholarly reputation, serving as a screening mechanism, 

legitimising scientific research, and self-regulating scientific communities (Tennant, 2018). 

The importance of a peer review system in academic and scientific research is manifold: 

1. Quality Assurance: Peer review acts as a quality control mechanism, ensuring that research 

outputs meet rigorous standards of accuracy, validity, and reliability. It helps identify errors, 

inconsistencies, or gaps in the research, thereby improving the overall quality of published 

work. Peer review is then generally understood as the evaluation of work or performance by 

experts (in the same field), orinter-collegial, professional, evaluation (Langfeldt et al, 2010). 

2. Expert Evaluation: Peer reviewers, who are typically researchers or scholars with expertise 

in the relevant field, provide valuable feedback and insights. Their expertise allows them to 

evaluate the research's methodology, experimental design, data analysis, and interpretation, 

ensuring that the research is sound and robust. Peer assessments of 
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expert status would be dynamically associated with 

qualifications, track record and experience (Burgman et al, 2011). Peer reviewing is 

a complex skill that cannot be demonstrated outside a particular subject matter sphere 

(Sluijsmans el al, 2002). 

3. Knowledge Verification:   Peer review verifies the credibility and validity of research 

findings. It helps prevent the dissemination of inaccurate or flawed information, ensuring that 

scholarly knowledge is accurate, reliable, and trustworthy. The information in 

any given field consists of data and numbers, similar as may be set up in 

the specialized reference  primers of knowledge; in a    nonrhizomatic ,model, individual 

expert restate information into knowledge through the operation of checks and balances 

involving peer review and rigorous assessment against a preexisting body of 

knowledge(cormier,2008). 

4. Identification of Novelty and Innovation: Peer reviewers assess the novelty and originality 

of research contributions. Their feedback helps identify groundbreaking research, innovative 

ideas, and new discoveries, contributing to the advancement of knowledge in a particular field. 

numerous studies produce knowledge that can be applied to areas of wisdom outside the 

compass of the original study, thus it's better for critics to look at the novelty of the idea, 

conclusions, data, and methodology, rather than check whether or not the paper answered the 

specific question at hand (Hoppin Jr, 2002). Peer review has come abecedarian in aiding editors 

in opting believable, high quality, new and intriguing exploration papers to publish in scientific 

journals and to insure the correction of any misdeeds or issues present in submitted papers 

(Kelly et al, 2014). 

5. Constructive Feedback: Peer review provides authors with valuable feedback and suggestions 

for improving their work. It helps authors refine their research, strengthen their arguments, and 

address any weaknesses or limitations in their methodology or analysis (Cho et al, 2006) (Wu 

et al, 2021) (Nicol et al, 2014). 

6. Gatekeeping Function: Peer review acts as a gatekeeping mechanism, determining which 

research is worthy of publication in reputable academic journals or conference proceedings. 

This helps maintain the quality and integrity of scholarly literature. The gatekeeping function 

of peer review involves faculty and nonacademic exponents scholars in the position of 

impacting or determining passage of scholarly products. Specialized criteria similar as 

methodological and logical rigor and abstract clarity govern when passage is applicable, but 

doorkeepers also calculate on accumulated knowledge (Caputo, 2019). 
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7. Peer Recognition and Collaboration: Peer-reviewed publications carry significant weight in 

the academic community. They serve as a measure of recognition and credibility for 

researchers, enabling them to build their reputation and establish collaborations with other 

experts in their field. 

Overall, the peer review system plays a crucial role in maintaining the integrity, rigor, and 

advancement of academic and scientific research. It ensures that research outputs undergo rigorous 

evaluation and scrutiny, thereby enhancing the overall quality and credibility of scholarly work. 

2. Smart Peer-review System 

A smart peer review system based on blockchain utilizes a decentralized network of nodes 

to record, validate, and store peer review activities. Each review activity, including reviewer 

comments, revisions, and decisions, is securely recorded on the blockchain, creating an immutable 

and transparent record of the entire review process. 

3. Objective of this study 

The focus of this study is to explore and propose a blockchain-based approach for 

enhancing the peer review process. By leveraging the features and benefits of blockchain 

technology, the study aims to address the limitations of the traditional peer review system and 

introduce improvements in transparency, accountability, and efficiency. The proposed conceptual 

study highlights the potential advantages of utilizing blockchain in peer review, emphasizing its 

role in promoting trust, collaboration, and unbiased evaluations of research work. 

4. The study areas 

We have discussed this article into three stages, viz. 1. Traditional Peer review system, 2. 

Blockchain technology and its properties, 3. Implementation of Blockchain in peer review system. 

5. Lacuna of Traditional Peer review system 

The traditional peer review process, despite being a widely used method for evaluating 

scholarly research, is not without its limitations and issues. Here are some of the key challenges 

associated with the traditional peer review process: 

1. Bias: The traditional peer review process can be subject to various biases, including author 

bias, reviewer bias, and editorial bias. Biases can be based on factors such as the reputation, 

affiliation, or personal opinions of authors or reviewers. These biases may influence the 

evaluation of research work, potentially leading to unfair judgments or favoritism. Lee et al 

(2012) identified in their studies that there are 1. Bias as Deviation from “True Quality” Value, 

2. Bias as deviation from proxy measures for true quality, 3. Bias as low inter-rater reliability, 

4. Bias as a Function of Author Characteristics, 5. Prestige bias, 6. Affiliation bias, 7. 

Nationality bias, 8. Language bias, 9. Gender bias, 10. Bias as a Function of Reviewer 
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Characteristic, 11. Content-Based Bias, 12. Confirmation bias, 13. Conservatism, 14. Bias 

against interdisciplinary research, 15. Publication bias exist in scholarly publication 

environment. 

2. Lack of transparency: The traditional peer review process often lacks transparency, making it 

difficult to ascertain how decisions are made and evaluate the quality and rigor of the review. The 

identities of reviewers and their comments are typically kept confidential, limiting transparency 

and hindering accountability (Alberts et al. 2008; Couzin-Frankel 2013; Csiszar 2016). Peer review 

is essential for ensuring quality and credibility of scientific claims, but is often contested due to its 

lack of transparency.  

3. Inefficiency and delays: The traditional peer review process can be time-consuming, leading to 

delays in the dissemination of research findings. Reviewers are often volunteers with limited time 

availability, which can result in lengthy review periods and hinder the timely publication of 

research work. The quality and extent of peer review varies across journals and disciplines. Editors 

often screen submissions and reject those that are unsuitable, and the review process can involve 

multiple cycles of review and revision. This is common in more selective journals and leads to 

delay in publication (Björk & Solomon, 2013; Smith, 2010; Ware, 2011). 

4. Limited reviewer pool: The availability of qualified reviewers in certain specialized areas can 

be limited, leading to challenges in finding appropriate experts to review specific research topics. 

The peer review process evaluates scholarly products and proposals by peer experts in the field. 

Vigilance to the peer-review process is essential for scientists, engineers and medical technologists 

to find the most relevant and quality work for their interests. It is also necessary for the editors to 

create and enforce adequate peer-review processes and for reviewers to thoroughly comprehend 

the elements of high-quality reviews within this reviewer pool (Smith, 2010). This can result in 

delays, compromised quality, or a reliance on a small pool of reviewers, potentially introducing 

biases or conflicts of interest. 

5. Fraud and misconduct: The traditional peer review process is susceptible to fraud, plagiarism, 

and scientific misconduct. While reviewers are expected to identify and report such issues, the 

system may not always detect deliberate attempts to deceive or manipulate the review process 

(Rowland, 2002). Challenges exist in the peer review process itself. Unblinded peer review may 

be biased in favour of or against particular authors, specialisations, or institutions. When editors 

and/or reviewers are unable to comprehend the submitted manuscript's contents, peer review may 

also suffer. Due to this, severe problems may go undetected or may only come to light after the 

editors have approved publishing. Other issues include the possibility of protracted publishing 

delays and difficulties in detecting fraud, corruption, duplication, and scientific misconduct. On 
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the other hand, some of these difficulties have sparked accusations of scientific malfeasance and a 

decline in confidence. Due of these difficulties, the peer review procedure has come under fire. 

The peer review procedure, however, has a lot of support in the scientific community despite its 

flaws (Manchikanti el al, 2015). 

6. Inconsistent quality and subjective evaluations: The quality and rigor of reviews can vary 

significantly, as they are subjective assessments based on individual opinions and expertise. This 

subjectivity can lead to inconsistent evaluations, impacting the reliability and credibility of the 

review process (Huisman, 2017; De Vries et al, 2009). 

7. Limited feedback for authors: Authors often receive limited feedback and guidance from 

reviewers, making it challenging to improve their work effectively. Lack of detailed feedback can 

hinder the development and refinement of research manuscripts (Jefferson et al, 2002). 

8. Conflict of interest: The traditional peer review process may involve conflicts of interest, such 

as reviewers having personal, professional, or financial relationships with authors (International 

Committee of Medical Journal Editors, 1993; Radun, 2021). These conflicts can potentially bias 

the evaluation process or compromise the integrity of the review. 

Addressing these limitations and issues is crucial for improving the peer review process 

and ensuring the integrity and quality of published research. Emerging technologies, such as 

blockchain-based smart peer review systems, aim to tackle these challenges by introducing 

transparency, accountability, and unbiased evaluations, fostering a more efficient and reliable 

scholarly publishing ecosystem. 

A robust and reliable peer review system is essential for several reasons. A more robust 

and reliable peer review system is vital for maintaining research quality, advancing scientific 

knowledge, supporting decision-making, fostering collaboration, identifying emerging trends and 

concerns, promoting ethical research practices, and enhancing public trust. By addressing the 

limitations of the traditional peer review process and leveraging innovative approaches such as 

blockchain-based systems, the scientific community can strive towards a more effective and 

trustworthy peer review system. 

➢ Ensuring research quality: Peer review serves as a critical quality control mechanism in the 

scholarly publishing process. It helps validate research methodologies, assess the validity 

of results, and identify any potential flaws or errors. A reliable peer review system is crucial 

for maintaining the integrity and credibility of published research. 

➢ Advancing scientific knowledge: Peer review facilitates the advancement of scientific 

knowledge by filtering out flawed or erroneous research findings. It ensures that only 
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rigorous and valid research is disseminated, thereby contributing to the accumulation of 

reliable knowledge and preventing the propagation of misleading or incorrect information. 

➢ Supporting decision-making: Policymakers, funding agencies, and other stakeholders rely 

on peer-reviewed research to make informed decisions. A robust peer review system 

provides them with reliable and trustworthy information, enabling evidence-based 

decision-making in various domains, including healthcare, technology, and public policy. 

➢ Fostering collaboration and progress: Peer review promotes collaboration and progress 

within the scientific community. Through the feedback and suggestions provided by 

reviewers, authors can improve their work, address potential gaps, and refine their research 

methodologies. A reliable peer review system facilitates constructive discussions, 

encourages collaboration, and contributes to the overall advancement of knowledge. 

➢ Identifying emerging trends and areas of concern: Peer review allows the identification of 

emerging trends, innovative ideas, and potential areas of concern in research. Reviewers, 

who are often experts in their respective fields, can provide valuable insights, offer 

alternative perspectives, and highlight potential risks or ethical considerations. A robust 

peer review system plays a crucial role in identifying and addressing these issues early on. 

➢ Promoting ethical research practices: Peer review helps uphold ethical standards in 

research. Reviewers can identify potential ethical issues, such as plagiarism, data 

fabrication, or conflicts of interest, and recommend appropriate actions. A reliable peer 

review system acts as a deterrent against unethical research practices and contributes to the 

maintenance of research integrity. 

6. Methodology of this study 

We uses Desktop research methodology for this study. We consult various research papers 

and publicly available research project on A.I. / blockchain based ongoing research project and 

applications to understand the technology. 

• The Blockchain Technology 

Blockchain technology is a decentralized and distributed digital ledger that records 

transactions or activities across multiple computers or nodes (Yaga et al, 2019; Wang & Su, 2020). It 

operates on a peer-to-peer network, where each participant has a copy of the entire blockchain, 

ensuring consensus and eliminating the need for a central authority (Treleaven et al, 2017; Pilkington, 

2016).  
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• Features of Blockchain: 

o Decentralization:  

             One of the fundamental aspects of blockchain is its decentralized nature. Instead of relying 

on a central authority, blockchain operates through a network of nodes, each maintaining a copy 

of the blockchain. This decentralized architecture provides resilience, as there is no single point of 

failure or control, making it highly secure and resistant to tampering or hacking attempts(Wright 

& De, 2015; Atzori, 2015; De, 2016). 

o Immutability: 

              Once data is recorded on the blockchain, it becomes nearly impossible to alter or delete. 

Blockchain achieves immutability through cryptographic hash functions, which generate a unique 

digital fingerprint (hash) for each block of data. Any change in the data would result in a different 

hash, making it evident that tampering has occurred. This feature ensures the integrity and 

trustworthiness of the recorded information (Hofmann, 2016). 

o Transparency:  

             Blockchain offers transparency by making the entire transaction history visible to all 

participants in the network. Each transaction or activity is recorded as a block, which contains a 

reference to the previous block, forming a chain of blocks. This transparency allows participants 

to independently verify and validate the transactions, promoting trust and reducing the need for 

intermediaries (Zheng et al 2017; Ko & Ryu, 2018, Sander et al, 2018). 

o Consensus Mechanisms: 

              Blockchain uses consensus mechanisms to achieve agreement among the network 

participants on the validity of transactions and the order in which they are added to the blockchain. 

These mechanisms, such as Proof of Work (PoW) or Proof of Stake (PoS), ensure that a majority 

of the network agrees on the state of the blockchain, preventing malicious actors from manipulating 

the data (Wang et al, 2019; Nguyen et al 2019). 

o Security:  

             Blockchain employs advanced cryptographic techniques to secure data and transactions. 

Each transaction is cryptographically linked to the previous one, creating a chain of blocks that is 

resistant to modification. Additionally, blockchain uses public-private key cryptography to verify 

and authenticate participants, ensuring secure interactions within the network (Zheng et al 2017; 

Wang et al, 2019) . 

o Traceability: 

            Every transaction or activity on the blockchain is timestamped and recorded permanently. 

This feature enables traceability, as participants can track the entire history of a particular asset, 
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transaction, or event. In the context of peer review, it allows for the traceability of the review 

process, including reviewer comments, revisions, and decisions (Galvez et al 2018; (Mitani 

&  Otsuka, 2020). 

 

 

 

 

 

Image1: Blockchain Structure 

 

    Image 2: How Blockchain works 
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• Use of Blockchain features in Scholarly Communication 

                          These key features of decentralization, immutability, transparency, consensus 

mechanisms, security, and traceability make blockchain technology a powerful tool with various 

applications beyond cryptocurrencies. In the context of enhancing peer review, leveraging these 

features can introduce transparency, accountability, and efficiency to the process, creating a more 

reliable and trustworthy system for evaluating and publishing scholarly research. 

7. Potential benefits of a blockchain-based smart peer review system are discussed below. 

✓ Transparency and traceability:  

                 Blockchain's distributed ledger ensures transparency by providing a tamper-proof 

record of all review activities. This transparency enhances accountability, as all stakeholders 

can access and verify the review process, thereby reducing the likelihood of biased or unfair 

practices. 

✓ Decentralization and inclusivity:  

                By leveraging blockchain's decentralized nature, a smart peer review system can 

involve reviewers from diverse backgrounds and institutions, enabling a more inclusive and 

diverse pool of expertise. This decentralization eliminates the reliance on a central authority, 

such as a journal, and promotes a more open and collaborative review process. A blockchain-

based system enables secure and transparent collaboration among reviewers. Reviewers can 

share comments, suggestions, and revisions in a collaborative environment, enhancing the 

quality of reviews and fostering constructive feedback. 

✓ Identity verification and reputation management: 

             Blockchain can provide a mechanism for verifying the identities of reviewers and 

authors, ensuring the authenticity and credibility of the peer review process. Each participant 

can have a unique digital identity on the blockchain, which can be used to establish a reputation 

system based on their past review performance. This reputation management incentivizes 

reviewers to provide high-quality and unbiased feedback. Blockchain can facilitate a double-

blind review process where the identities of authors and reviewers are concealed from each 

other. This helps mitigate biases based on reputation, affiliation, or other personal factors, 

ensuring a fair and unbiased evaluation of research work. 

✓ Enhanced security and data privacy: 

                Blockchain's cryptographic techniques ensure the security and privacy of sensitive 

review data. Reviewer comments, unpublished research findings, and other confidential 

information can be securely stored on the blockchain, accessible only to authorized parties. 

This protects against unauthorized access and safeguards intellectual property rights. 
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✓ Efficient tracking and monitoring: 

              A blockchain-based system allows for real-time tracking and monitoring of the peer 

review process. Authors can monitor the progress of their submissions, view reviewer 

feedback, and receive updates on the status of their work. This transparency and efficient 

communication between all parties involved reduce delays and improve the overall efficiency 

of the review process. 

✓ Post-publication accountability:  

                The use of blockchain creates a permanent and auditable record of published articles, 

including their reviews and revisions. This post-publication accountability mechanism allows 

researchers to trace the lineage and evolution of a particular research work, providing a clearer 

understanding of its context and credibility.  

✓ Data-driven insights: 

                By analyzing a large volume of review data, smart peer review systems can generate 

valuable insights and trends in research quality, identify potential biases or weaknesses in the 

system, and provide feedback to journals and publishers. This data-driven approach can lead 

to continuous improvement and the development of best practices in peer review.  

✓ Incentives and rewards: 

              Blockchain-based smart peer review systems can incorporate tokenization or 

cryptocurrency models to incentivize active participation and quality reviews. Reviewers with 

a high reputation score or contribution level can be rewarded with tokens, credits, or other 

forms of recognition. This fosters a culture of engagement and motivates reviewers to provide 

constructive feedback. 

✓ Intellectual property protection: 

             Blockchain can time-stamp each version of a manuscript, providing a clear record of 

its evolution. This helps address concerns related to intellectual property rights, plagiarism, and 

unauthorized use of research work. 

     It's important to note that while the concept of a blockchain-based smart peer review 

system holds promise, its implementation would require addressing technical challenges, 

establishing governance models, and gaining community acceptance. However, by leveraging 

blockchain's unique features, such a system has the potential to revolutionize peer review, making 

it more transparent, secure, and efficient. By leveraging the unique properties of blockchain, a 

smart peer review system can enhance transparency, accountability, and collaboration in the peer 

review process. It has the potential to foster trust, improve the quality of research output, and create 

a more efficient and inclusive scholarly publishing ecosystem. 
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8. A Conceptual framework of Smart Peer review System 

       A smart peer review system that leverages blockchain technology combines the 

principles of peer review with the unique features and capabilities of blockchain. It aims to enhance 

the traditional peer review process by introducing transparency, accountability, and efficiency 

through the use of blockchain. Here's an overview of how such a system could work: 

o Manuscript submission:  

               Authors submit their research manuscripts to the smart peer review system, which 

securely records the submission on the blockchain. Each manuscript is assigned a unique digital 

identifier. 

o Reviewer assignment: 

               The system utilizes a matching algorithm to assign suitable reviewers to each 

manuscript based on their expertise and qualifications. This algorithm takes into account the 

reviewers' reputation, previous experience, and subject knowledge, ensuring a better reviewer-

manuscript fit. 

o Review process:  

                Reviewers evaluate the manuscripts and provide their feedback and 

recommendations. The reviewers' comments, along with their identities (if desired), are 

recorded on the blockchain as individual transactions, linked to the respective manuscript 

identifier. 

o Transparency and traceability:  

              All review activities, including reviewer comments, revisions, and decisions, are 

transparently recorded on the blockchain. This ensures a clear audit trail of the entire review 

process, making it traceable and verifiable by stakeholders. 

o Consensus and validation: 

             Blockchain's consensus mechanisms ensure that the majority of the network 

participants agree on the validity of the reviews and the final decision regarding manuscript 

acceptance or rejection. This prevents individual biases and promotes a fair evaluation process. 

o Anonymity and confidentiality:  

             The system can provide mechanisms to anonymize the identities of authors and 

reviewers, reducing biases and ensuring a blind or double-blind review process. However, 

necessary authentication mechanisms can be implemented to ensure the integrity and 

legitimacy of participants. 
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o Smart contracts for rewards and incentives: 

              Smart contracts, programmable self-executing agreements, can be utilized to automate 

the distribution of rewards and incentives to reviewers. These contracts can be designed to 

release tokens, credits, or other rewards upon completion of the review, encouraging active 

participation and maintaining a pool of qualified reviewers. 

o Immutable record and protection against fraud:  

              The blockchain's immutability ensures that the review records are tamper-proof and 

protected against fraudulent activities. Once recorded on the blockchain, the review data 

becomes permanent and cannot be altered without consensus from the network participants. 

o Continuous improvement and data analysis: 

              The review data stored on the blockchain can be analyzed to gain insights into the 

quality of reviews, identify trends, and assess the performance of reviewers. These insights can 

be used to improve the peer review process, refine evaluation criteria, and develop best 

practices. 

Here, we presented the steps, how the system can run-  

1. Manuscript submission: Authors submit their research manuscripts to the smart peer review 

system, which securely records the submission on the blockchain. Each manuscript is assigned a 

unique digital identifier. 

2. Reviewer assignment: The system utilizes a matching algorithm to assign suitable reviewers to 

each manuscript based on their expertise and qualifications. This algorithm takes into account the 

reviewers' reputation, previous experience, and subject knowledge, ensuring a better reviewer-

manuscript fit. 

3. Review process: Reviewers evaluate the manuscripts and provide their feedback and 

recommendations. The reviewers' comments, along with their identities (if desired), are recorded 

on the blockchain as individual transactions, linked to the respective manuscript identifier. 

4. Transparency and traceability: All review activities, including reviewer comments, revisions, 

and decisions, are transparently recorded on the blockchain. This ensures a clear audit trail of the 

entire review process, making it traceable and verifiable by stakeholders. 

5. Consensus and validation: Blockchain's consensus mechanisms ensure that the majority of the 

network participants agree on the validity of the reviews and the final decision regarding 

manuscript acceptance or rejection. This prevents individual biases and promotes a fair evaluation 

process. 

6. Anonymity and confidentiality: The system can provide mechanisms to anonymize the identities 

of authors and reviewers, reducing biases and ensuring a blind or double-blind review process. 
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However, necessary authentication mechanisms can be implemented to ensure the integrity and 

legitimacy of participants. 

7. Smart contracts for rewards and incentives: Smart contracts, programmable self-executing 

agreements, can be utilized to automate the distribution of rewards and incentives to reviewers. 

These contracts can be designed to release tokens, credits, or other rewards upon completion of the 

review, encouraging active participation and maintaining a pool of qualified reviewers. 

8. Immutable record and protection against fraud: The blockchain's immutability ensures that the 

review records are tamper-proof and protected against fraudulent activities. Once recorded on the 

blockchain, the review data becomes permanent and cannot be altered without consensus from the 

network participants. 

9. Continuous improvement and data analysis: The review data stored on the blockchain can be 

analyzed to gain insights into the quality of reviews, identify trends, and assess the performance of 

reviewers. These insights can be used to improve the peer review process, refine evaluation criteria, 

and develop best practices. 

Implementing a blockchain-based peer review system involves several technical aspects 

and considerations, like  

Blockchain platform selection: Selecting a suitable blockchain platform is crucial. 

Consider factors such as scalability, security, consensus mechanism, smart contract capabilities, 

and community support. Popular choices include Ethereum, Hyperledger Fabric, and Corda, each 

with its own strengths and limitations. 

Smart contract development: Smart contracts play a vital role in automating and enforcing 

the rules of the peer review system. Design and develop smart contracts that handle the interaction 

between authors, reviewers, and administrators. Define functions for manuscript submission, 

reviewer assignment, review process, consensus mechanisms, and reward distribution. 

Identity management and authentication: Implement mechanisms to manage the identities 

of participants in a secure and trusted manner. Use cryptographic techniques such as public-private 

key pairs to authenticate participants and ensure the integrity of their interactions within the system. 

Consider privacy requirements and options for pseudonymous or anonymous participation. 

Consensus mechanism selection: Choose an appropriate consensus mechanism based on 

the requirements of the peer review system. Proof of Work (PoW), Proof of Stake (PoS), or other 

consensus algorithms can be used to ensure agreement on the validity of transactions and the final 

decision-making process. Evaluate the trade-offs between security, efficiency, and energy 

consumption. 
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Data privacy and confidentiality: Ensure that sensitive information, such as unpublished 

manuscripts or reviewer identities, is appropriately protected. Consider encryption techniques or 

off-chain storage options to safeguard confidential data while still maintaining transparency and 

traceability in the system. 

Scalability and performance: Consider the scalability and performance requirements of the 

peer review system, as blockchain technology can face challenges in handling a large number of 

transactions and maintaining a growing ledger. Explore solutions like off-chain transactions, 

sidechains, or layer-2 scaling techniques to improve system performance. 

User experience and interface: Design a user-friendly interface that simplifies the 

interaction between participants and the blockchain-based peer review system. Consider the needs 

of authors, reviewers, and administrators, and provide intuitive interfaces for manuscript 

submission, review status tracking, and communication among participants. 

Integration with existing systems: If the peer review system needs to integrate with existing 

scholarly publishing platforms or databases, ensure compatibility and consider the required data 

integration, APIs, and data synchronization processes. 

Testing and security audits: Thoroughly test the system and conduct security audits to 

identify and mitigate potential vulnerabilities. Security considerations should include protecting 

private keys, preventing unauthorized access, and conducting regular audits to ensure the integrity 

of the blockchain and smart contracts. 

Community engagement and adoption: Consider the importance of community 

engagement to encourage participation and adoption of the blockchain-based peer review system. 

Educate stakeholders about the benefits, address concerns, and actively involve the academic 

community in shaping the system's development and governance. 
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   Image 3 : Blockchain based Peer review system 

Implementing a blockchain-based peer review system requires expertise in blockchain 

development, smart contract programming, security, and user experience design. Collaboration 

with experts and stakeholders from the academic community can provide valuable insights.  

o Real world examples on Smart peer review system: 

There are several real-world examples and ongoing projects that have explored blockchain-

based peer review systems. Here are a few notable examples: 

1. Publons: Publons is a platform that utilizes blockchain technology to enhance the transparency 

and recognition of peer review. It allows researchers to create a verified profile where their peer 

review activities are recorded on the blockchain. This provides a mechanism to track and showcase 

their reviewing contributions, adding visibility and credibility to their work. 

2. ORCID: While not solely focused on peer review, ORCID (Open Researcher and Contributor 

ID) is a widely adopted system that provides researchers with a unique identifier. ORCID has been 

exploring blockchain integration to enhance the transparency and reliability of the peer review 

process by linking reviews and recommendations to researchers' ORCID profiles. 

3. Decentralized Autonomous Journals (DAJ): The DAJ project is an ongoing initiative exploring 

the use of blockchain and smart contracts for creating decentralized, community-driven academic 
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journals. It aims to enable transparent and autonomous peer review processes, where reviewers are 

selected through a reputation-based system and their reviews are recorded on the blockchain. 

4. eLife Innovation Initiative: The eLife Innovation Initiative has been experimenting with 

blockchain-based peer review systems to explore alternative models for scholarly publishing. They 

have developed a prototype system called "eLife Lens" that leverages blockchain to enable 

transparent and collaborative peer review processes. 

5. Aries Systems: Aries Systems, a provider of scholarly publishing solutions, has been 

investigating blockchain technology to enhance peer review workflows. They have explored the 

use of blockchain to improve transparency, traceability, and trust in the peer review process, 

ensuring that the review history is securely recorded and accessible to relevant stakeholders. 

It's worth noting that while these projects and initiatives are exploring the potential of blockchain-

based peer review systems, widespread adoption and implementation are still in the early stages. 

The academic and publishing communities are actively exploring the benefits and challenges of 

integrating blockchain into the peer review process, and further research and development are 

needed to refine and validate these approaches. 

9. Conclusion 

The implementation of a blockchain-based peer review system can have broader 

implications for research quality, collaboration, and knowledge dissemination. Here are some 

potential impacts: 

By introducing transparency, immutability, and accountability to the peer review process, 

blockchain-based systems can contribute to improving research quality. Transparent and traceable 

reviews enhance the integrity and reliability of the evaluation process, reducing the likelihood of 

biased or flawed research being published. This leads to an overall improvement in the quality of 

scholarly work. 

Blockchain-based peer review systems can facilitate collaboration and interdisciplinary 

research by connecting researchers across different disciplines. With a transparent and trusted peer 

review process, researchers can confidently engage in interdisciplinary studies, as the evaluation 

and validation of their work are conducted in a fair and accountable manner. This encourages 

knowledge exchange and the generation of innovative ideas. 

Traditional peer review processes can be time-consuming, causing delays in knowledge 

dissemination. Blockchain-based systems can streamline and automate the peer review process, 

reducing the time between manuscript submission and publication. This enables faster 

dissemination of research findings, accelerating the pace of scientific progress and allowing 

researchers to build upon existing knowledge more quickly. 
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Blockchain-based peer review systems can help address barriers to access and participation 

in the scholarly publishing process. By leveraging decentralized and open technologies, these 

systems can provide opportunities for researchers from diverse geographical locations and 

underrepresented communities to engage in the peer review process. This promotes inclusivity, 

diversity, and a more comprehensive representation of global research. 

Blockchain's transparency, immutability, and accountability contribute to building trust 

and credibility in research. The ability to trace and verify the entire peer review process, including 

reviewer comments and decisions, enhances the confidence of researchers, policymakers, and the 

general public in the validity and reliability of published research. This fosters a stronger 

foundation for evidence-based decision-making. 

Blockchain-based peer review systems can align with the principles of open science and 

data sharing. The transparent and auditable nature of blockchain enables the sharing of review data, 

ensuring that the review process becomes a valuable resource for the scientific community. This 

promotes greater collaboration, data sharing, and reproducibility, leading to the advancement of 

knowledge. 

Blockchain-based systems can support ethical research practices by providing a secure and 

tamper-proof record of the peer review process. This helps identify and deter unethical behavior 

such as plagiarism, data fabrication, or conflicts of interest. The transparency and accountability 

introduced by blockchain contribute to maintaining research integrity and promoting ethical 

conduct within the academic community. 

Overall, the implementation of a blockchain-based peer review system has the potential to 

enhance research quality, foster collaboration, facilitate faster knowledge dissemination, promote 

inclusivity, and strengthen trust and credibility in the scholarly publishing ecosystem. It aligns with 

the broader goals of open science, data sharing, and ethical research practices, leading to the 

advancement of knowledge for the benefit of society. 
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